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 RÉSUMÉ 

Cette étude analyse l’influence des mécanismes de contrôle sur le risque de 

fraude dans l’administration fiscale béninoise en contexte de 

dématérialisation. Elle adopte une méthodologie mixte: 15 entretiens semi-

structurés et une enquête menée auprès de 305 agents. Trois mécanismes 

sont examinés: le contrôle d’accès informatique, le contrôle de conformité 

automatisé et la séparation des tâches. L’analyse qualitative confirme leur 

pertinence perçue, mais seule l’analyse quantitative du contrôle d’accès 

révèle un effet modéré et significatif. Les résultats soulignent la nécessité 

d’assurer une cohérence entre outils technologiques, organisation et contexte 

pour renforcer l’efficacité de la lutte contre la fraude.  
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INTRODUCTION 

La fraude fiscale demeure l’un des principaux obstacles à la mobilisation efficiente des 

ressources publiques, limitant de manière significative la capacité des États à financer leurs 

politiques économiques et sociales. Comme le souligne l’OCDE, « la fraude érode la base 

d’imposition et affaiblit la confiance dans les institutions fiscales » (OCDE, 2023, p. 14). 

Cette problématique s’avère particulièrement aiguë en Afrique subsaharienne, où l’assiette 

fiscale reste étroite et où les administrations fiscales sont confrontées à de multiples 

contraintes structurelles : systèmes de collecte peu performants, insuffisance de personnel 

qualifié, prépondérance du secteur informel et faiblesse des outils de traçabilité (Fjeldstad et 

Moore, 2008 ; Moore, Prichard et Fjeldstad, 2018). 

Dans un tel contexte, les capacités de détection et de prévention de la fraude demeurent 

limitées, notamment parce que les dispositifs traditionnels de contrôle apparaissent inadaptés 

à la complexité croissante des pratiques frauduleuses. Au Bénin, les rapports de la Cour des 

comptes (2019, 2021) et de l’Inspection générale des finances (IGF, 2020) ont révélé de 

nombreuses failles dans le système de contrôle fiscal, en particulier en matière de TVA et de 

fiscalité foncière. Ces insuffisances traduisent une gouvernance fiscale réactive, marquée par 

des vérifications a posteriori peu systématiques et faiblement outillées pour prévenir les 

fraudes en amont. 

Deux perspectives théoriques permettent d’éclairer ces constats. D’une part, l’approche 

structurelle met en exergue les défaillances institutionnelles, le faible niveau de redevabilité et 

la fragilité des infrastructures numériques (Tazi, 2022 ; Albee, Hesse et Tetteh, 2021). D’autre 

part, l’approche comportementale insiste sur l’influence des perceptions d’iniquité fiscale, du 

déficit de légitimité des prélèvements et de la méfiance institutionnelle dans les 

comportements de fraude (Kirchler, 2007 ; Torgler, 2011). Le modèle du « triangle de la 

fraude » proposé par Cressey demeure, à cet égard, une référence fondatrice pour l’analyse 

des comportements frauduleux. Ce modèle postule que « la fraude survient lorsque trois 

conditions sont réunies : la pression, l’opportunité et la rationalisation » (Cressey, 1953, p. 

31). Toutefois, conçu dans un contexte analogique, il montre aujourd’hui ses limites face aux 

mutations induites par la transformation numérique des processus fiscaux. 



  Revue Afriaine de Gestion (RAG) – Volume 8, numéro 2, Juin 2025                                                                                                                   127 

 

Influence des mécanismes de contrôle sur le risque de fraude en contexte dématérialisé : une analyse empirique dans l’administration fiscale au Bénin  – G. 

AGOSSA et J. M. GLIDJA 

Par ailleurs, si la digitalisation promet une amélioration de la traçabilité et une réduction des 

marges de manœuvre des fraudeurs, elle introduit également de nouveaux risques : piratage de 

données, manipulation des systèmes d’information, contournement des algorithmes de 

vérification (Gupta, 2021 ; Flowerday et Tuyikeze, 2016). Néanmoins, certaines expériences 

récentes en Afrique illustrent les effets positifs de la modernisation numérique sur l’efficacité 

fiscale. Au Rwanda, par exemple, la mise en œuvre de l’e-Tax et de la facturation 

électronique a permis « une amélioration significative de la mobilisation des recettes fiscales 

» (Rwanda Revenue Authority, 2020, p. 7 ; FMI, 2021, p. 25). Le Sénégal et l’Éthiopie ont 

également engagé des réformes similaires, fondées sur l’interopérabilité des bases de données 

et l’automatisation des contrôles (Banque mondiale, 2022, p. 19). 

Le Bénin, quant à lui, a entamé en 2010 un processus de dématérialisation de son 

administration fiscale, à travers l’implémentation de la plateforme eSINTAX, suivie plus 

récemment de la facture normalisée (DGI, 2022, p. 3). Ces innovations visent à élargir 

l’assiette fiscale, à faciliter le suivi des transactions et à renforcer la conformité. Toutefois, 

leur mise en œuvre rencontre des défis importants : coût élevé des équipements, déficit de 

formation technique et résistances organisationnelles (OCDE, 2021, p. 17 ; id., 2023, p. 14). 

Ainsi, la modernisation technologique ne saurait, à elle seule, garantir l’efficacité des 

dispositifs antifraude. Comme le soulignent Mikes et Kaplan, « l’efficacité du contrôle 

dépend de sa capacité à articuler rigoureusement l’automatisation, la gouvernance de 

l’information et la structuration organisationnelle » (Mikes et Kaplan, 2015, p. 52). Il est donc 

fondamental d’intégrer des mécanismes de contrôle automatisés, une gouvernance stricte des 

accès aux systèmes d’information et une organisation fonctionnelle claire (Vasarhelyi, Kogan 

et Tuttle, 2015 ; IFAC, 2022, p. 11). 

Partant de ce constat, le présent article adopte une approche empirique pour analyser 

l’influence des mécanismes de contrôle de gestion sur le risque de fraude en contexte 

dématérialisé, en s’appuyant sur le cas de l’administration fiscale béninoise. Il interroge dans 

quelle mesure la reconfiguration des pratiques de contrôle, notamment en matière d’accès aux 

systèmes d’information, de conformité automatisée et de séparation fonctionnelle des tâches, 

permet de limiter les vulnérabilités associées à la digitalisation croissante des processus 

fiscaux. 
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La question centrale à laquelle cette recherche entend répondre est formulée comme suit : 

Quelle est l’influence des mécanismes de contrôle en contexte dématérialisé sur le risque de 

fraude dans l’administration fiscale au Bénin ? 

Trois axes spécifiques en découlent : 

• Évaluer l’effet du contrôle d’accès informatique sur le risque de fraude ; 

• Examiner l’incidence du contrôle de conformité automatisé ; 

• Mesurer l’influence de la séparation des tâches dans un environnement fiscal 

numérisé. 

Cette étude vise à comprendre les interactions entre transformation numérique et dispositifs 

de contrôle pour renforcer la résilience fiscale face à la fraude et promouvoir une culture 

durable de conformité. Elle s’organise en quatre sections : revue critique de la littérature et 

hypothèses, méthodologie, résultats empiriques, puis analyse critique fondée sur les cadres 

théoriques. 

 

1. Revue de littérature 

Cette revue analyse l’impact de la transformation numérique sur les dispositifs de contrôle 

fiscal au Bénin, en lien avec la maîtrise des risques et la lutte contre la fraude. Elle comble le 

manque d’études sur l’articulation entre innovations technologiques et mécanismes classiques 

de contrôle en contexte dématérialisé, en explorant la résilience des systèmes fiscaux et les 

conditions d’une culture durable de conformité. 

 

1.1. Fondements théoriques intégrés de l’analyse du risque de fraude en contexte fiscal 

dématérialisé 

La digitalisation des administrations fiscales transforme profondément les modalités de 

contrôle, devenant un levier stratégique contre la fraude. Cette recherche mobilise un cadre 

théorique intégré combinant contrôle de gestion, sociologie des organisations, gouvernance 

publique et systèmes d’information, afin de mieux comprendre le risque en environnement 

numérique. 

Le modèle s’appuie sur le référentiel COSO (2013), structuré autour de cinq composantes, 
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mais limité face aux motivations comportementales et aux asymétries d’information. La 

théorie de l’agence (Jensen et Meckling, 1976) souligne ces asymétries accrues, justifiant la 

traçabilité et l’imputabilité, tout en restant centrée sur les relations contractuelles. Krahel et 

Vasarhelyi (2014) considèrent la fraude comme multidimensionnelle, intégrant technologie, 

processus et comportements, appuyée par la chaîne de valeur du contrôle (Böhme et Moore, 

2012), centrée sur les réponses organisationnelles. 

Les modèles comportementaux de Cressey (1953) et de Wolfe et Hermanson (2004) 

expliquent les motivations individuelles, sans toutefois prendre en compte les dynamiques 

structurelles. L’approche sociotechnique (Emery et Trist, 1960 ; Le Moënne, 2015) articule 

technologies et systèmes sociaux, mais néglige parfois les logiques institutionnelles ou 

symboliques. L’approche néo-institutionnelle (DiMaggio et Powell, 1983) met en lumière les 

pressions mimétiques et coercitives qui poussent à adopter des innovations numériques par 

conformité plus que par efficacité. 

La théorie du capital social (Putnam, 2000 ; Nahapiet et Ghoshal, 1998) alerte sur un effet 

paradoxal de la dématérialisation : la fragilisation des régulations informelles fondées sur la 

confiance et la vigilance partagée. Le modèle intègre trois dispositifs clés : le contrôle d’accès 

informatique (CAI) avec règles strictes (Sandhu et Samarati, 1994 ; Anderson, 2008), le 

contrôle de conformité automatisé (CCA) pour la détection continue d’anomalies (Böhme et 

Moore, op. cit.), et la séparation des tâches (ST) pour limiter abus et collusion (Reinhold, 

2007 ; Whittington et Pany, 2016). Ces leviers, combinant contraintes techniques, 

dynamiques organisationnelles et comportements humains, soulignent la nécessité d’une 

approche holistique (Albrecht et al., 2012). 

 

1.2. Mécanismes de contrôle numérique et défis organisationnels en contexte 

dématérialisé 

Dans un environnement dématérialisé, la lutte contre la fraude s’appuie sur trois leviers 

technologiques : la digitalisation du contrôle d’accès, l’automatisation des contrôles et la 

séparation des fonctions. 

Le contrôle d’accès numérique, via identifiants et habilitations strictes, limite les intrusions et 

assure la traçabilité (Dhillon et Moores, 2001 ; Whitman et Mattord, 2010). Les journaux de 
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connexion renforcent l’imputabilité (D’Arcy et al., 2009 ; ISACA, 2019) et doivent respecter 

les normes ISO/IEC 27001 (2013) avec audits réguliers (Cebula et Young, 2010 ; Payne, 

2014). L’Estonie et le Chili illustrent l’efficacité de l’authentification forte (OCDE, 2022), 

malgré des failles comme le partage de mots de passe (Kankanhalli et al., 2003 ; OCDE, 

2019). La blockchain offre également des garanties élevées d’intégrité (Crosman, 2017 ; 

Hertig, 2020). 

L’automatisation permet la détection en temps réel d’anomalies et de fraudes complexes 

(OCDE, 2017 ; Caudill et al., 2021 ; Geradin et Kuschel, 2020 ; Wenzel et al., 2020), mais 

soulève des questions sur les biais des systèmes auto-apprenants (Pasquale, 2015). Le succès 

dépend de la qualité des données et de leur appropriation par les agents (Cordella et Tempini, 

2015 ; Heeks, 2017 ; Arvidsson et al., 2022). 

La séparation des fonctions (SoD), pilier du contrôle antifraude (COSO, ibid. ; Bouquin, 2023 

; Jensen, 2019), s’appuie sur des droits différenciés et des alertes croisées (Weill et Ross, 

2005). Son efficacité est cependant affaiblie par des pratiques informelles (Granlund, 2011 ; 

Quattrone, 2016 ; ISACA, op. cit.), notamment en Afrique où les ressources sont limitées 

(Diabaté et al., 2020 ; Mbengue et al., 2022). Le numérique renforce ces mécanismes à 

condition qu’ils soient intégrés de manière cohérente dans une gouvernance efficace. 

 

1.3. Revue empirique et formulation des hypothèses de recherche 

Vasarhelyi, Kogan et Tuttle (2015) montrent que les dispositifs de contrôle d’accès — 

identifiants personnels, droits différenciés, authentification multifactorielle — limitent 

l’exposition aux risques de manipulation des données fiscales. En Afrique, Gupta (2021) 

observe que « l’absence de politique d’accès structurée est un vecteur clé de fraude dans les 

régies financières digitalisées » (p. 42). La restriction des droits d’accès selon les 

responsabilités permet de tracer les opérations et d’en identifier les auteurs. 

Hypothèse H1 : Le contrôle d’accès informatique réduit le risque de fraude dans 

l’administration fiscale au Bénin. 

 

1.3.2. Contrôle automatisé et conformité accrue 
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L’automatisation des contrôles, par le biais d’algorithmes de recoupement, d’alertes en cas 

d’anomalies ou de validations systématiques, favorise la détection précoce des erreurs et des 

fraudes. L’IFAC (2022), ainsi que Flowerday et Tuyikeze (2016), démontrent que ces 

dispositifs limitent les marges de manœuvre pour les manipulations humaines. L’expérience 

de la Rwanda Revenue Authority (2020) révèle que la généralisation du système e-Tax a 

permis d’accroître les recettes fiscales de 18 % en deux ans. 

Hypothèse H2 : Le contrôle de conformité automatisé contribue positivement à la réduction 

du risque de fraude dans l’administration fiscale au Bénin. 

 

1.3.3. Séparation des tâches et transparence organisationnelle 

La séparation des fonctions, recommandée par le cadre COSO, permet de prévenir les 

collusions et les abus de pouvoir. En environnement numérique, elle se traduit par des 

workflows différenciés, des responsabilités partagées et une supervision automatisée. Mikes 

et Kaplan (2015) notent que, dans les administrations fiscales européennes, « la traçabilité des 

responsabilités est un dissuasif efficace contre les collusions internes » (p. 61). 

Hypothèse H3 : La séparation des tâches en environnement fiscal numérique réduit les 

opportunités de fraude interne. 

 

2. Méthodologie de la recherche de terrain 

Afin d’examiner empiriquement l’influence des mécanismes de contrôle numérique sur le 

risque de fraude dans l’administration fiscale béninoise, cette recherche adopte une démarche 

mixte séquentielle (Creswell & Plano Clark, 2017), combinant une phase qualitative 

exploratoire suivie d’une phase quantitative confirmatoire. Cette approche permet de croiser 

la profondeur d’analyse des discours avec la robustesse statistique, renforçant ainsi la validité 

interne et externe des résultats. 

 

2.1. Phase qualitative : entretiens exploratoires 

La première phase repose sur 15 entretiens semi-structurés menés auprès d’agents fiscaux et 

de cadres de la Direction Générale des Impôts (DGI), incluant la Direction des Grandes 

Entreprises (DGE), la Cellule des Factures Normalisées et plusieurs Centres des impôts. Le 
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guide d’entretien a été construit à partir de la littérature et des cadres théoriques mobilisés 

(COSO, 2013 ; Cressey, 1953 ; Wolfe & Hermanson, 2004), et visait à explorer les 

représentations et pratiques liées à trois dispositifs : contrôle d’accès informatique (CAI), 

contrôle de conformité automatisé (CCA) et séparation des tâches (ST). 

Les données verbatim recueillies ont été analysées selon une approche thématique (Braun & 

Clarke, 2021), enrichie par un traitement lexicométrique via Python. L’analyse abductive 

(Kuckartz, 2014) a permis de dégager quatre catégories centrales : rôle du contrôle humain, 

rigidité et potentialités du contrôle automatisé, institutionnalisation progressive des processus 

numériques, et arbitrages éthiques face aux contraintes organisationnelles. Ces résultats ont 

servi de base à la formulation opérationnelle des hypothèses de recherche et à la construction 

du questionnaire quantitatif. 

 

2.2. Phase quantitative: enquête par questionnaire 

Dans un second temps, une enquête par questionnaire structuré a été conduite auprès de 305 

agents de la DGI, sur une population cible estimée à 350 individus directement impliqués 

dans la dématérialisation des procédures fiscales. L’échantillonnage stratifié proportionnel a 

pris en compte les principales unités organisationnelles (DGE, Cellule des Factures 

Normalisées, services centraux et déconcentrés). Le taux de réponses exploitables atteint 

87,14 %, assurant la représentativité de l’échantillon et la robustesse des analyses multivariées 

(Hair et al., 2019). 

Le questionnaire, élaboré à partir de la phase qualitative et validé par deux experts en fiscalité 

et contrôle interne, comportait 28 items mesurés sur une échelle de Likert à trois points (1 = 

désaccord, 2 = neutre, 3 = accord). Ce choix réduit les biais de désirabilité sociale fréquents 

dans des environnements hiérarchisés (Joshi et al., 2015) et facilite l’interprétation statistique 

en contexte professionnel. Les variables (voir tableau 1) ont été structurées comme suit : 

• Variable dépendante : perception du risque de fraude (manipulation de données, 

falsification documentaire, cyberfraude). 

• Variables indépendantes : contrôle d’accès informatique (authentification 

multifactorielle, gestion différenciée des droits), contrôle de conformité automatisé 
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(recoupements algorithmiques, alertes automatiques), séparation des tâches 

(workflows différenciés, responsabilités partagées). 

• Variables de contrôle : âge, sexe, ancienneté et niveau d’instruction des agents. 

 

Tableau 1 : Les variables de notre recherche 

Catégorie Variables Indicateurs / Mesures Références 

Variable dépendante Risque de fraude 

(RF) 

Manipulation de 

données, falsification 

de documents 

fiscaux, cyberfraude 

perçue 

Mungai & Otieno 

(2023) ; Zheng et al. 

(2022) 

Variables 

indépendantes 

Contrôle d’accès 

informatique (CAI) 

Authentification 

multifactorielle, 

gestion différenciée 

des droits, traçabilité 

Becerra & Gupta 

(2023) ; COSO 

(2013) 

Contrôle de 

conformité 

automatisé (CCA) 

Recoupements 

algorithmiques, 

alertes automatiques, 

validations 

systématiques 

Flowerday & 

Tuyikeze (2016) ; 

IFAC (2022) 

Séparation des tâches 

(ST) 

Workflows 

différenciés, 

responsabilités 

partagées, 

supervision 

automatisée 

Arens et al. (2014) ; 

Whittington & Pany 

(2016) 

Variables de contrôle Caractéristiques 

sociodémographiques 

Âge, sexe, 

ancienneté dans la 

fonction, niveau 

d’instruction 

- 

Source : Les auteurs 

 

Ainsi, la combinaison d’un échantillonnage rigoureux, d’un questionnaire validé et d’une 

structuration claire des variables fournit un cadre méthodologique robuste, garantissant la 

qualité des données collectées et leur pertinence pour analyser l’influence des mécanismes de 
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contrôle numérique sur le risque de fraude. 

 

2.3. Méthodes d’analyse des données 

Le traitement des données a été effectué à l’aide du logiciel SPSS 26, qui offre des 

fonctionnalités adaptées aux analyses multivariées en sciences de gestion. L’approche a 

combiné plusieurs outils statistiques complémentaires afin de garantir la fiabilité et la validité 

des résultats. 

Dans un premier temps, une analyse factorielle exploratoire (AFE) a été conduite pour vérifier 

la validité des construits et identifier les dimensions latentes sous-jacentes aux 28 items du 

questionnaire. Le test de Bartlett de sphéricité et l’indice KMO (Kaiser-Meyer-Olkin) ont 

confirmé la pertinence de l’AFE, en indiquant un niveau d’adéquation satisfaisant pour le 

traitement factoriel. Les saturations factorielles supérieures à 0,5 ont validé la convergence 

des items au sein de leurs dimensions respectives, tandis que la différenciation entre facteurs a 

assuré la validité discriminante. 

Dans un deuxième temps, la fiabilité interne des échelles a été évaluée à l’aide du coefficient 

alpha de Cronbach. Les valeurs obtenues, comprises entre 0,63 et 0,78, traduisent une fiabilité 

allant d’acceptable à bonne, en cohérence avec les standards psychométriques établis 

(Nunnally & Bernstein, 1994). Ces résultats confortent la robustesse de l’outil de mesure. 

Ensuite, des analyses de corrélation de Pearson ont été réalisées afin d’examiner la force et la 

direction des relations linéaires entre la variable dépendante (risque de fraude) et les trois 

mécanismes de contrôle étudiés. Cette étape a permis d’identifier les associations les plus 

pertinentes à approfondir par la modélisation. 

Enfin, une régression linéaire multiple a été mise en œuvre pour estimer l’effet propre de 

chaque mécanisme de contrôle sur le risque de fraude, selon le modèle : 

 

Ce modèle a permis de hiérarchiser l’influence relative des trois dispositifs et d’en évaluer la 

significativité statistique. Le recours à la régression multiple est justifié par sa capacité à 

isoler l’impact de chaque variable indépendante tout en contrôlant les effets des autres. 

Ainsi, l’utilisation combinée de l’AFE, des tests psychométriques, des corrélations et de la 
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régression garantit la rigueur de l’analyse et assure que les relations identifiées entre les 

mécanismes de contrôle et le risque de fraude reposent sur des bases statistiques solides et 

interprétables. 

 

3. Rsultats 

3.1. Résultats de l’étude qualitative 

L’analyse qualitative repose sur une démarche inductive, fondée sur l’analyse thématique telle 

que définie par Braun et Clarke (2021). Cette approche permet de structurer les données 

issues des entretiens semi-structurés autour de catégories signifiantes, en cohérence avec le 

cadre conceptuel mobilisé. Elle vise à faire émerger le sens attribué par les agents fiscaux aux 

dispositifs de contrôle numérique dans un contexte de dématérialisation. Afin de renforcer la 

validité de l’interprétation, l’analyse thématique a été complétée par une analyse 

lexicométrique appuyée sur un traitement informatique des corpus (via Python), dont les 

nuages de mots ont permis de visualiser les récurrences lexicales et les cooccurrences 

significatives. Cette triangulation méthodologique – combinant codage thématique et 

exploration lexicale – accroît la robustesse des résultats et assure une meilleure saturation des 

données qualitatives. 

 

3.1.1. Analyse thématique des données 

L’exploitation des verbatim révèle quatre axes majeurs, traduisant les représentations, 

tensions et pratiques des acteurs fiscaux vis-à-vis des dispositifs de contrôle numérique. Ces 

axes ne doivent pas être compris comme des catégories exclusives, mais plutôt comme des 

pôles interprétatifs structurant la perception des enquêtés. 

 

Contrôle direct : la prééminence du facteur humain 

L’analyse des discours révèle une valorisation marquée du contrôle direct, considéré par les 

agents fiscaux comme une garantie incontournable dans un environnement fortement 

numérisé. Les termes les plus fréquemment mobilisés – « supervision », « vigilance », « 

formation » et « efficacité » – traduisent une conviction largement partagée : l’intervention 

humaine demeure indispensable pour assurer la fiabilité et la sécurisation des processus. Cette 
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insistance souligne le rôle irremplaçable de l’expertise et du discernement des acteurs dans la 

prévention de la fraude, en complément des dispositifs numériques. 

Toutefois, cette centralité du facteur humain s’accompagne d’une fragilité structurelle. 

L’intervention est souvent conçue dans une logique ponctuelle et réactive, plutôt qu’inscrite 

dans une stratégie systémique d’anticipation des risques. En conséquence, son efficacité se 

limite à des corrections a posteriori, sans parvenir à instaurer une dynamique préventive 

durable. La figure 1 illustre cette perception en représentant les mesures associées à la 

prévention des conflits d’intérêts, où l’importance de la vigilance humaine ressort nettement, 

mais demeure faiblement intégrée à des mécanismes organisationnels de long terme. 

 

Figure 1: Représentation associée aux mesures de prevention des conflicts d’intérêts 

 

Source : Auteurs à partir des verbatim, traitement Python 

 

Contrôle indirect : institutionnalisation des processus numériques 

Les acteurs expriment une perception ambivalente à l’égard du contrôle indirect, incarné par 

les algorithmes de détection d’anomalies et les interfaces numériques prescriptives. D’un côté, 

il est perçu comme un facteur de rigueur et de rationalisation, en réduisant l’arbitraire et en 

instaurant une forme d’impartialité technique. De l’autre, sa rigidité face aux cas atypiques ou 

aux situations non standardisées limite son efficacité. Cette tension met en lumière le besoin 

d’articuler l’objectivité technique des systèmes numériques avec l’expertise interprétative des 

agents, afin d’éviter que les anomalies détectées ne restent sans mise en contexte ni résolution 
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appropriée. 

 

Contrôle automatisé : efficacité mais rigidité 

Les entretiens reconnaissent au contrôle automatisé une efficacité indéniable dans la détection 

précoce des comportements frauduleux. Les algorithmes de gestion des risques et les 

formulaires numériques contraints permettent en effet de verrouiller certaines pratiques 

frauduleuses et de générer des alertes rapides. Cependant, les limites de l’automatisation 

apparaissent clairement : incapacité à prendre en compte des scénarios complexes, 

dépendance à la qualité des données saisies, difficulté à traiter des situations inédites. Les 

agents insistent ainsi sur la nécessité de considérer ces dispositifs non pas comme des 

substituts, mais comme des compléments à l’expertise humaine, seule capable d’introduire 

nuance, contextualisation et jugement critique. 

 

Apports de l’analyse lexicométrique 

L’analyse lexicométrique vient approfondir les résultats issus du codage thématique en 

révélant la récurrence de termes tels que « maîtrise humaine », « gestion du risque de fraude 

», « technologie » ou encore « dilemmes éthiques ». Ces régularités lexicales mettent en 

évidence un déséquilibre latent dans les représentations des agents fiscaux : si la digitalisation 

est largement perçue comme un vecteur de modernisation et d’efficacité, elle tend 

simultanément à reléguer la dimension humaine et délibérative au second plan, alors même 

que les praticiens insistent sur son caractère indispensable. Ce constat souligne la tension 

centrale entre rationalité technologique et jugement humain, et interroge sur les conditions 

organisationnelles nécessaires pour parvenir à un équilibre durable dans la gouvernance des 

systèmes fiscaux numérisés. 

Ces enseignements qualitatifs constituent le socle du modèle théorique élaboré dans cette 

recherche. Celui-ci conçoit le risque de fraude comme une variable systémique (Beasley et al., 

2009 ; Krahel & Vasarhelyi, 2014), en s’appuyant sur le référentiel COSO (2013). Il repose 

sur le triptyque prévention–détection–réaction (Böhme & Moore, 2012) et intègre les 

bénéfices de l’automatisation dans la réduction des vulnérabilités numériques (Vasarhelyi & 

Halper, 1991). Trois leviers sont ainsi mis en avant : le contrôle d’accès informatique (Sandhu 
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& Samarati, 1994 ; Anderson, 2008), le contrôle continu automatisé (Böhme & Moore, 2012) 

et la séparation des tâches (Reinhold, 2007 ; Whittington & Pany, 2016). L’ensemble, tout en 

prolongeant le triangle de la fraude (Cressey, 1953), invite à une relecture intégrée qui 

combine contraintes techniques, logiques organisationnelles et comportements humains 

(Albrecht et al., 2012). 

Cette articulation est synthétisée dans le modèle conceptuel présenté à la figure 2, lequel 

illustre la dynamique entre dispositifs de contrôle et maîtrise du risque de fraude en contexte 

dématérialisé. 

Figure 2: Modèle conceptuel d’articulation entre dispositifs de contrôle et risque de fraude 

 

 

Source : Conception des auteurs à partir de la littérature et des résultats empiriques (2023) 

 

3.2. Résultats de l’étude quantitative 

3.2.1. Répartition géographique et profil des répondants 

L’analyse des caractéristiques sociodémographiques des répondants met en évidence une forte 

concentration dans les départements du Littoral (40,7 %) et de l’Atlantique (34,4 %), alors 

que le Plateau (3,9 %) et le Zou (5,9 %) sont faiblement représentés, ce qui traduit une 

couverture géographique inégale. L’échantillon est majoritairement masculin (68 %) et 

composé d’agents jeunes et en milieu de carrière, dont 52,8 % sont âgés de 35 à 44 ans. Le 

niveau d’instruction est globalement élevé, puisque 72,5 % des enquêtés détiennent un 

Master, dont 83,6 % sont spécialisés en fiscalité. Plus de la moitié des répondants justifient 

d’une expérience professionnelle supérieure à six ans. Toutefois, la faible représentation des 

cadres supérieurs et des titulaires d’un doctorat (1,3 %) limite la diversité des points de vue 

stratégiques dans l’échantillon. 
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Tableau 1 : Caractéristiques sociodémographiques et professionnelles des répondants 

Variable Modalité Effectif (n) Pourcentage (%) 

Département 

d’affectation 

Littoral 31 40,70 % 

Atlantique 26 34,42 % 

Zou 4 5,90 % 

Plateau 3 3,93 % 

Autres 12 15,05 % 

Sexe 
Masculin 52 68,00 % 

Féminin 24 32,00 % 

Tranche d’âge 

Moins de 35 ans 15 19,73 % 

35-44 ans 40 52,79 % 

45 ans et plus 20 27,48 % 

Niveau 

instruction 

Licence 10 13,12 % 

Master 55 72,46 % 

Doctorat 1 1,31 % 

Autres 10 13,12 % 

Fonction 

Fiscalistes 63 83,61 % 

Informaticiens 6 7,95 % 

Autres 

(auditeurs, juristes, etc.) 
6 7,44 % 

Expérience 

professionnelle 

Moins de 6 ans 30 39,34 % 

6 ans et plus 46 60,66 % 

Total  305 100,00 

Source : Données de l’enquête quantitative (2023) 

 

3.2.2. Méthodes d’analyse des données 

Analyse factorielle 

L’Analyse Factorielle Exploratoire (AFE) a permis d’identifier les structures latentes 

associées aux mécanismes de contrôle étudiés. Les tests préliminaires (KMO supérieur à 0,6 
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et test de Bartlett significatif) confirment la pertinence de l’AFE. Les résultats montrent une 

cohérence interne allant de modérée à bonne, avec des alphas de Cronbach compris entre 0,63 

et 0,78. La séparation des tâches et le risque de fraude présentent des variances expliquées 

particulièrement élevées (76,27 % et 67,2 % respectivement). 

 

Tableau 2 : Résultats d’analyse factorielle des variables liées à la gestion du risque 

Echelle de 

mesure 

Alpha de 

Cronbach 

Analyse des items Facteurs 

principaux 

Variance 

expliquée 

Contrôle 

d’Accès 

Informatique 

(CAI) 

0,669 - L’item CAI2 diminue légèrement 

l’alpha  

- Bonne cohérence des autres items 
 

5 facteurs extraits - 

Contrôle de 

Conformité 

Automatisé 

(CCA) 

0,651 - Suppression de CCA6 sans effet 

notable  

- Faible contribution de CCA4 et 

CCA5 

6 facteurs extraits - 

Séparation 

des Tâches 

(ST) 

0,782 - Contributions fortes de ST5, ST1, 

ST4  

- Variance marginale pour les autres 

items 

3 facteurs extraits 76,27 % 

Risque de 

Fraude (RF) 

0,634 - Faible contribution de RF4  

- Contribution forte de RF5 

3 facteurs extraits 67,20 % 

Vérification 

conditions 

- - KMO > 0,6  

- Bartlett significatif 

- - 

Source : Extrants statistiques sous SPSS 26 (2023) 

 

Analyse de corrélation 

Les corrélations de Pearson permettent d’examiner les relations linéaires entre les variables. 

Les résultats indiquent que le risque de fraude (RF) est faiblement mais significativement 

corrélé avec le contrôle d’accès informatique (CAI) (r = 0,159 ; p = 0,005), alors qu’aucune 

corrélation significative n’apparaît avec le contrôle de conformité automatisé (CCA) ni avec 

la séparation des tâches (ST). 
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Tableau 3 : Corrélations linéaires entre les variables 

 RF CAI CCA ST 

RF 1 0,159** -0,035 0,041 

CAI  1 0,249** 0,493** 

CCA   1 0,081 

ST    1 

Source : Extrants statistiques sous SPSS 26 (2023) 

(p < 0,01) 

 

Analyse de régression 

Le modèle de régression linéaire multiple a été estimé afin de hiérarchiser l’impact des trois 

mécanismes de contrôle sur le risque de fraude. Les résultats montrent que seul le contrôle 

d’accès informatique (CAI) exerce un effet significatif et positif, tandis que le CCA et la ST 

n’ont pas d’influence statistiquement avérée. 

 

Tableau 4 : Estimation du modèle linéaire entre RF et les variables indépendantes 

Variables Coefficients Std. Error t de Student Significativité 

(Constant) 1,037E-16 0,057 0,000 1,000 

CAI 0,206 0,067 3,066 0,002 

CCA -0,082 0,059 -1,406 0,161 

ST -0,053 0,065 -0,819 0,413 

Source : Extrants statistiques sous SPSS 26 (2023) 

 

Validation des hypothèses 

Les résultats empiriques confirment partiellement les hypothèses de départ. Le CAI joue un 

rôle significatif, mais le CCA et la ST ne montrent pas d’effets mesurables dans le contexte 

étudié. 
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Tableau 5 : Résultats de validation des hypothèses 

N° Hypothèse Résultats empiriques clés Dcision 

H1 Le contrôle d’accès 

informatique réduit le 

risque de fraude 

Corrélation significative (r = 0,159 ; p < 0,005)  

Régression positive et significative (β = 0,206 ; p = 

0,002) 

Confirmée 

H2 Le contrôle de 

conformité automatisé 

réduit le risque de fraude 

Corrélation faible (r = -0,035 ; p = 0,538)  

Régression non significative (β = -0,082 ; p = 

0,161) 

Rejetée 

H3 La séparation des tâches 

réduit le risque de fraude 

Corrélation faible (r = 0,041 ; p = 0,470)  

Régression non significative (β = -0,053 ; p = 

0,413) 

Rejetée 

Source : Auteurs, sur la base des extrants statistiques (SPSS 26, 2023) 

 

4. Discussion des résultats 

Les résultats mettent en lumière la complexité de l’efficacité des mécanismes de contrôle en 

contexte dématérialisé. Loin de fournir une réponse univoque, ils invitent à une lecture 

nuancée, croisant les dimensions sociotechniques, institutionnelles et cognitives. Cette 

pluralité souligne la nécessité d’une approche intégrative qui dépasse une vision strictement 

instrumentale du contrôle et valorise la complémentarité entre technologie, organisation et 

comportements humains. 

 

4.1. Analyse critique de l’influence des mécanismes de contrôle sur le risque de fraude 

Contrôle d’accès informatique. La dématérialisation fiscale au Bénin complexifie les 

fraudes et remet partiellement en cause la pertinence du triangle de la fraude (Cressey, 1953). 

Le modèle du diamant, qui intègre la capacité à frauder, apparaît plus adapté (Wolfe & 

Hermanson, 2004). Les entretiens montrent que certains agents, maîtrisant SQL, logs et 

workflows, exploitent l’asymétrie d’information pour contourner les contrôles et asseoir un 

pouvoir discret. Comme l’a affirmé un inspecteur de CIME 1 Littoral : « Les mécanismes de 

contrôle assurent une détection précoce des signaux de fraude. En contrôlant régulièrement 

les activités de l’entreprise, ils permettent d’identifier rapidement des anomalies ou des 

schémas inhabituels. » Toutefois, ces dispositifs techniques restent insuffisants sans 

gouvernance cohérente et supervision active. Ce constat rejoint la théorie de l’agence (Jensen 
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& Meckling, 1976) et les approches sociotechniques (Power, 2013), qui rappellent que 

l’efficacité du contrôle repose autant sur la culture organisationnelle que sur les outils 

numériques. 

Contrôle de conformité automatisé. Les résultats indiquent que l’automatisation, bien 

qu’elle repose sur des règles et alertes automatiques, souffre de rigidités algorithmiques, de 

données de qualité variable et d’une complexité fiscale difficilement modélisable. COSO 

(2013) insiste sur la nécessité d’une articulation claire entre contrôle et supervision, condition 

rarement remplie. Henri (2021) souligne de son côté les effets négatifs d’une faible maîtrise 

locale et de choix politiques inadéquats. Vaessen et al. (2022) rappellent que l’automatisation 

sous-estime la capacité des agents à contourner les règles, tandis qu’Orlikowski (2020) alerte 

sur les dérives d’une approche sociotechnique mal adaptée. Enfin, Putnam (2020) met en 

avant l’importance de la confiance sociale, fragilisée par une numérisation mal appropriée. 

Les témoignages confirment ces limites : « Il faut s’assurer que les taux sont appliqués 

correctement et vérifier la saisie des données pour éviter les fraudes » (inspecteur, CIME 1 

Littoral). Un autre précise : « Les systèmes automatisés attribuent des scores de risque aux 

contribuables, permettant une allocation plus efficace des ressources d’audit » (inspecteur, 

CIME 2 Littoral). L’efficacité dépend donc d’une gouvernance locale renforcée et d’un 

investissement en formation continue. 

Séparation des tâches. Principe fondateur du contrôle interne, la séparation des fonctions 

reste partiellement appliquée, notamment dans les unités à effectifs réduits où le cumul des 

responsabilités fragilise les dispositifs. La dématérialisation offre des atouts indéniables 

(traçabilité, accès différenciés), mais des pratiques comme le partage de mots de passe en 

réduisent la portée. Le cadre théorique mobilisé (COSO, théorie de l’agence, modèles de la 

fraude, approche sociotechnique) montre que l’appropriation des outils numériques demeure 

faible et que les logiques informelles persistent. Comme le soulignent Power (2007) et 

Moisdon (2022), l’efficacité du contrôle ne repose pas uniquement sur la technologie mais sur 

une redéfinition des rôles, un renforcement des compétences et une gouvernance axée sur 

l’intégrité. 

 

4.2. Analyse des résultats à la lumière des modèles théoriques 
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L’évaluation des résultats mobilise plusieurs modèles théoriques de gestion du risque de 

fraude, adaptés au contexte africain. Le modèle de contrôle organisationnel insiste sur la 

maîtrise des technologies numériques et du contrôle des accès. Un chef de service déclare : « 

Le contrôle d’accès informatique devient impératif », confirmant les conclusions de 

Bierstaker et al. (2006). Toutefois, la séparation des tâches s’avère peu efficace en l’absence 

d’outils numériques adéquats. 

Le modèle de dissuasion (Becker, 1968) se heurte aux limites d’une faible spécialisation 

fonctionnelle et d’un déficit de compétences techniques. Le modèle de conformité volontaire 

(Allingham & Sandmo, 1972) reste affaibli par la faible confiance institutionnelle et le 

manque de coordination interne. Sur le plan sociologique, la surveillance sociale et culturelle 

(Durkheim, 1893 ; Schein, 1985) rappelle que les dispositifs techniques doivent être 

appropriés par l’organisation et intégrés dans des normes collectives. 

Le référentiel COSO (2013) révèle un écart entre le potentiel technique et sa mise en pratique, 

souvent entravée par l’opacité des systèmes et l’absence de ségrégation stricte des fonctions. 

Dufresne & Mermoud (2017) soulignent que l’introduction de solutions comme le data 

mining ou l’intelligence artificielle explicable renforcerait la détection des anomalies. De 

même, le référentiel COBIT (ISACA, 2019) prescrit une gouvernance numérique rigoureuse, 

mais son application reste limitée par des vulnérabilités organisationnelles. 

Enfin, selon le modèle d’innovation de Rogers (2003), l’adoption des technologies est freinée 

par les résistances internes et le déficit de formation. Un responsable fiscal souligne : « Le 

contrôle automatisé des déclarations permet d’éviter que des données erronées parviennent à 

l’administration », mais cette efficacité reste conditionnée par une mise en œuvre rigoureuse 

et une appropriation effective. 

Si ces modèles offrent des cadres analytiques pertinents, leur application au contexte 

numérique africain appelle une démarche intégrée combinant innovation technologique, 

transformation organisationnelle et adaptation culturelle. Seule une telle approche peut 

renforcer durablement l’efficacité des dispositifs de contrôle fiscal et la lutte contre la fraude. 
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4.3. Profil des répondants et contrôle fiscal dématérialisé 

1. La forte concentration des répondants dans les départements du Littoral et de l’Atlantique, 

qui constituent les principaux pôles fiscaux du pays, confère une pertinence empirique 

particulière à l’étude. Le profil des participants, majoritairement composé de fiscalistes 

titulaires d’un Master, permet une analyse approfondie des mécanismes de contrôle tels que le 

Contrôle d’Accès Informatique (CAI), le Contrôle de Conformité Automatisé (CCA) et la 

Séparation des Tâches (ST). Ces dispositifs s’inscrivent directement dans les cadres de 

référence proposés par le COSO (2013) et la théorie de l’agence (Jensen & Meckling, 1976), 

en soulignant l’importance de la traçabilité et de l’imputabilité dans la lutte contre la fraude. 

2. Toutefois, la faible représentation des cadres supérieurs et des docteurs limite l’exploration 

des dimensions stratégiques du contrôle. Or, celles-ci sont centrales dans les approches néo-

institutionnelle (DiMaggio & Powell, 1983), sociotechnique (Emery & Trist, 1960 ; Le 

Moënne, 2015) et du capital social (Putnam, 2000 ; Nahapiet & Ghoshal, 1998), qui insistent 

sur l’appropriation institutionnelle, la culture organisationnelle et la confiance partagée. Cette 

limite restreint la capacité d’analyse de l’intégration des innovations numériques dans les 

logiques organisationnelles et institutionnelles qui façonnent la lutte contre la fraude fiscale. 

 

4.4. Modèle de recherche empirique intégré 

La discussion des résultats conduit à la proposition d’un modèle empirique intégré visant à 

renforcer le contrôle de la fraude en contexte fiscal dématérialisé, tout en tenant compte des 

spécificités africaines. Ce modèle hybride et évolutif repose sur plusieurs axes stratégiques. 

Premièrement, il préconise la mise en place d’un comité de gouvernance numérique 

rassemblant fiscalistes, informaticiens, auditeurs et experts en cybersécurité. Ce comité aurait 

pour mission d’aligner la digitalisation des processus fiscaux sur la lutte contre la fraude, 

d’intégrer la gestion des risques dans les projets informatiques et de renforcer les audits 

numériques grâce à l’usage du data analytics et de l’intelligence artificielle explicable. 

Deuxièmement, le contrôle d’accès informatique doit être renforcé par la création de profils 

personnalisés intégrant une authentification forte (biométrie, OTP) et par la mise en place de 

journaux de connexion systématiquement audités. Les agents devront être formés à la gestion 

de leur propre traçabilité afin de favoriser une logique d’auto-responsabilisation. 
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Troisièmement, les contrôles automatisés seront complétés par des vérifications humaines 

ciblées, appuyées sur un tableau de bord de supervision en temps réel accessible aux chefs de 

service. La séparation des tâches sera optimisée grâce à des workflows numériques et à 

l’utilisation d’ERP fiscaux, complétés par des tests d’intrusion organisationnels permettant de 

détecter d’éventuelles failles structurelles. 

Quatrièmement, le modèle intègre une dimension culturelle et comportementale. Des 

campagnes de sensibilisation à l’intégrité numérique et des mécanismes de reconnaissance 

pour les comportements conformes seront développés, en lien avec les syndicats et 

associations de contribuables. 

Enfin, la capacitation des agents constituera un pilier central. Elle passera par des formations 

certifiantes en audit numérique, cybersécurité et éthique digitale, enrichies par des simulations 

de fraude et un système de mentorat croisé. 

Ce modèle dépasse ainsi une simple transposition des cadres occidentaux en tenant compte 

des contraintes africaines, telles que les budgets limités, la faible confiance institutionnelle et 

la nécessité d’un fort ancrage organisationnel. 

 

Figure 3 : Modèle empirique intégré 

 

Source : Auteurs, à partir de la littérature et des résultats de l’étude qualitative (2023) 

 

Conclusion 
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Cette recherche a examiné l’influence des mécanismes de contrôle en contexte dématérialisé 

sur la réduction du risque de fraude au sein de l’administration fiscale béninoise. En 

mobilisant à la fois des entretiens semi-structurés et des analyses statistiques, elle a permis de 

croiser les perceptions des agents avec des validations empiriques, offrant une compréhension 

à la fois nuancée et robuste du phénomène. Les résultats montrent que la numérisation des 

processus fiscaux, bien qu’indispensable à la modernisation des administrations, ne constitue 

pas en elle-même une garantie contre la fraude. Mal encadrée, elle peut même générer de 

nouvelles vulnérabilités. L’efficacité des dispositifs numériques dépend donc étroitement des 

compétences des agents, de leur formation, de leur éthique professionnelle et de la qualité de 

la supervision exercée. La lutte contre la fraude fiscale ne peut ainsi être dissociée des 

dynamiques organisationnelles et culturelles propres aux contextes africains. 

Sur le plan théorique, cette recherche dépasse les cadres normatifs classiques tels que le 

COSO (2013), centrés sur la conformité, en s’inscrivant dans une perspective critique inspirée 

des travaux de Power (1997) et Simons (1995). Elle plaide pour une approche systémique et 

contextualisée, articulant gouvernance, usage des technologies et logiques de pouvoir. Le 

référentiel COBIT (ISACA, 2019), bien qu’offrant des pistes intéressantes, doit être adapté 

aux réalités africaines, en tenant compte des contraintes structurelles et des valeurs 

organisationnelles locales. 

D’un point de vue managérial, l’étude propose un modèle intégré d’amélioration du contrôle 

de la fraude en contexte fiscal dématérialisé. Ce modèle repose sur six axes : (1) une 

gouvernance numérique stratégique, (2) un contrôle d’accès et une traçabilité renforcés, (3) 

une automatisation intelligente mais supervisée, (4) une séparation fonctionnelle dynamique, 

(5) une culture de conformité et d’éthique partagée, et (6) une capacitation continue des 

acteurs. Il combine ainsi leviers technologiques et facteurs humains dans une logique 

d’alignement stratégique, d’agilité organisationnelle et de résilience face aux menaces 

émergentes. 

Sur le plan épistémologique, l’usage d’une méthodologie mixte a confirmé la pertinence de 

combiner approches qualitatives et quantitatives pour appréhender des réalités complexes. 

Cette démarche a permis de valider les hypothèses tout en explorant des dimensions latentes 

souvent négligées par les études classiques. Certes, certaines limites demeurent, en particulier 
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quant à la généralisation des résultats et à la profondeur théorique de certains concepts 

émergents. Néanmoins, cette recherche constitue une base solide pour l’élaboration de 

politiques publiques plus efficaces, capables d’intégrer les spécificités des contextes africains 

et d’accompagner les transformations numériques et sociétales en cours. 
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